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	Enclosure  ./O 2
(to organisation contract)

Data protection declaration care company

	A. Personal data:
The care company declares that it will only collect, process and use the personal data of the agency company with their consent or on the basis of the organisation agreement for the agreed purposes or if another legal basis exists in accordance with the General Data Protection Regulation ("GDPR"); this in compliance with data protection and civil law provisions.
Furthermore, the care company declares to collect only those personal data which are necessary for the implementation and processing of the agreed services or which are provided voluntarily by the agency company.
Personal data are all data that contain individual details about personal or factual circumstances, for example, name, address, e-mail address, telephone number, date of birth, age, gender, social security number, photographs and voice recordings of persons. Sensitive data, such as health data or data in connection with a criminal prosecution are also included in this personal data.
	E. Transfer of data to third parties
In order to fulfil the organisation contract, it may be necessary that the data of the agency company be transferred to collaborating persons or companies (for example, medical institutions or healthcare professionals, potential caregivers, authorities, etc.)for fulfilling of the services to be individually agreed upon in the organisational contract under Point 4.1. (Agency), Point 4.2. (Other services) and Point 4.3. (Accompanying services). However, data must be forwarded exclusively on the basis of the GDPR and is limited by the purposes required to fulfill the present organisation contract.
It is pointed out that the care company may also- insofar as this is necessary for the exercise of the present organisation contract- obtain factual and case-related information of the agency company from a third party (for example, of the person to be cared for.
Some of the recipients of personal data represented in the aforementioned recipient groups may be located outside Austria and/or process the personal data abroad. The level of data protection in other countries may potentially not be the same as in Austria. The agency company therefore declares that they will only transfer personal data of the support company to countries for which the EU Commission has decided that they have available an adequate level of data protection, or otherwise take measures to ensure that all recipients have an adequate level of data protection (in which case the agency company must conclude standard contractual clauses (2010/87/EC and 2004/915/EC) with the recipients).

	B. Information and deletion
The agency company has the right to information about their stored personal data, its origin and recipients and the purpose of data processing as well as a right to correction, data transmission, objection, restriction of processing as well as blocking or deletion of incorrect or illicitly processed data.
The agency company is required to notify the care company of any changes to their personal data.
The agency company has the right to revoke its consent provided to the use of its personal data at any time. In the latter case, unless a disproportionate effort is caused, the request for information, deletion, correction, objection and/or data transmission may be addressed to the address or e-mail address of the care company specified in Point 1.1 of the organisation agreement.
In the event that the agency company is of the opinion that the processing of its personal data by the care company violates the applicable data protection law or that its data protection standards are or have been violated in any other way, it is possible to lodge a complaint with the data protection authority responsible in Austria as the supervisory authority.
	F. Announcement of data breaches
The care company must ensure that data breaches are detected at an early stage and, if necessary, reported immediately to the agency company or the responsible supervisory authority (data protection authority), taking into account the respective data categories concerned.

	C. Data security
The personal data of the agency company must be protected by appropriate organisational and technical precautions. These precautions concern in particular the protection against unauthorised, illegal and also accidental access, processing, loss, use and manipulation.
It should be noted, however, that despite the efforts of the care company to maintain a consistently high level of due diligence, it cannot be ruled out that information that the agency company discloses via the internet may be viewed and used by other persons.
The care company therefore accepts no liability whatsoever for the disclosure of information due to any errors in the transmission of data and/or unauthorised access by third parties (for example, hacker attacks on e-mail accounts or telephone or fax) that are not caused by the care company.
	G. Retention of data
The care company declares that the data of the agency company will not be retained longer than is necessary to fulfil contractual or legal obligations and to avert any liability claims.

	D. Use of the data
The care  company declares not to process the data provided by the agency company for purposes other than those covered by the organisation contract or by the consent given or otherwise by a provision in accordance with the GDPR. This does not apply to the use is for statistical purposes, provided that the data provided has been made anonymous.
	


I have read the enclosure, 
Signature: _______________________________________________________
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